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Cypro's tiered SOC provides a step-by-step layered defense to
safeguard an organization's digital assets and reputation, focused
on mitigate the entire Cyber-Attack Chain.

CYPRO SOC TIERS CYPRO AB

What is SOC Tier 2?

 Methodology / Standards 

Our Services

Focuses in monitoring and alerting of ongoing incidents
to pro-actively detect unusual activities in a system.
When abnormal activities are detected our incident
response team works to mitigate potential threats and in
the event of a breach they work to investigate and to
understand the extent and source of the intrusion. This
is done by leveraging threat intelligence, log analysis and
malware analysis which allows for our defenses to
remain robust and continuously adaptive.

ABOUT US
Cypro AB will help you to comply with directives as NIS2 and standards as ISO 27001 with the mission to stay
compliant and secure over time. Our top-tier global security assessment team includes experts specializing in red
teaming and information security offers unparalleled insight into potential vulnerabilities. 

A state-of-the-art Security Operations Center (SOC) enables us to deliver the highest level of security services,
actively monitoring and responding to possible threats.

contact@cypro.se
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1. Common Vulnerability Scoring System (CVSS) 2.  MITRE ATT&CK

NIST Incident Response Life Cycle
NIST publication 800-61




Continuous Monitoring &
 Alerting Management

Incident Response 

 Digital Forensics

Malware Analysis 

Threat Intelligence


